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ansauwe (IT disaster recovery plan: IT DRP) Ingunusanaidedlasuensifainmugnssunisilasu

UUNNY
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9.2 Faviunugnidusumelulagansaumeduaiednvaldnus lneeisd b nuos
mslu3ns meduiugsie Usnagansse anududewveameluladansauma anusiunsUaonsie
sumaluladansauna uazanudesiifoados wu anudewnuufuAnig (operational risk)
auLA B Ut old e (reputational risk) mflm?{mmﬂqﬂﬂamauaﬂ (third party risk) ALA B
2INMINT2ANFIVBITLUUNUMT oM NI 1Ay (concentration risk) WagarunAssiTnanszmu
AesTUUENUTUNTSEU (systemic risk) 1udu

9.3 unugniduiumeluladarsaunadelinnudululalunaufuad awise
ihanldsesfuarudsmefiindulfase uavasnadesfundninasiduiiisatosmossuians
wisdszinalng lnensdnrhunugnidunumaluladaisaumanisaenasadiu seeenallunis
AAUTLUU (recover time objective : RTO) 3383L’quaqmﬁ%ﬂﬁ‘i’fa;ﬂmﬁamﬂ (recovery point
object : RPO) uazszozanganiioxlinisliuinsviegsiavgnvsin (maximum tolerance
period of disruption : MTPD) Lﬁaim%’umﬂﬁﬁmw%@ﬁLﬁuﬁjﬁﬂaﬂﬂq@imﬁawaw%ﬁw

9.4 fgilanIaienarsusznaunsaniumsmuiaugnduaumalulagansaume
suvUszduiusuasineusudiolininauyneui fdruAsidestunisdndunisaiy
wnugniduiwalulagasaunaianudilawazaiunsaujuAnuuaufnanila

9.5 nuMukaznAaauNIsURUAMLLNURNEuIwalulagansaumasg1ala g

a o (Y

P ] & da a ' o
Uag 1 A%9 waznnAIIminIsidasuulasosaiusdny

<

9.6 HAudABLNILMDTAT84 (disaster recovery site) MAMuNTaxlFULAzENINTD

UfuRnunaunuldiilequdasuiinmesvan (primary site) neasedn lngaudaouiinesdises
" ¢ a s o oA A agva N Vv Y A o

msegvingudneuiuneivaniemenaziilviiadymvselasunansenuludnuaeisigiu

Tuahaanderiu 1wy ssuvlnihdntes wasSusssuwd Wudu
10. mi‘lﬁmiﬁﬂmimmL?i&lﬂmﬂ‘lmﬂamemaﬂ (third party risk management)

Tunsalnfinisadunisassalud (1) Tgusnisausunalulagansaumnaann

IS J

yanan1euan (IT outsourcing) (2) Wausessuumaluladaisaunaiuyananiguen %ie (3)

(Y a o = v 1%

yaransuenaIIsainfsoyadAy vesuTemlungugsianianistu nisndetayagnen

Y v Y Y

lugUuuudidnnselingd desiinisiduguaniuides n1ssnwanuduaivasadeaunalulad

ANTAUNA KAZN15SNEIANUYaRANE N8 lwlUasINNITAITEUNITAINEID THEDAARDIANL

JEAUANULFS VU UIUTADISURAYR UABNITIRUTNITUS oA THUEIAALANGUTINININITRY

9

[
v v

= % P oA A A A a a DA
v30gnA1 warAtlidaaudnielis Jaides Useniamlunisiiusnis anuvannisead
10.1 Myuaunum Wiy kazanusulaveusenineus¥nivyAnan1euenags

danunaziluaednualdnes dmsunsduaraneueniiliuinisaudunelulagaisaume

(IT outsourcing) Nl dadAy AosszylvinTIvaeunely fnsivaeuresus¥nui gniivaeu
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AMguan Tansidingiaaay N1sanlunsaumaAluladalsaunaAveIyAAaNIguaNIIERINaT
Hudeulvludygvdedennas seninauidviuyaranisuendanaisg
dmfunsdildannsnszyanslidnsaasunelu frsaaounisusniians
imsnaounsidumssumaluladansaunavesyanansueniliuinisaudumalulad
ansauLna (IT outsourcing) lutisulvdygmietennasiuyananisusn vidndesuladn
yananEuenIEfinaIinamInTIREeNgRTREsUMEuonTiIudas ALy

10.2 Mnugua Ann warUImsdanisanudssannisliuinig madeude vide
nsiidedeyasnyananiouen aeandesniusziuanudsuar seiuanuiidedidy uay
ANULABI91NN3NTENAD (concentration risk) 1Hosanlduinnsiumaluladansaumneain
Jusnsiiduyananiouensnelasiewds (third party/vendor locked-in)

10.3 SnwanusiuasUaondeiumaluladatsauma faoandosiuinnsgiums
fnwanusiunsuasadosumeluladarsaune waznsinwaaasadeandslaivetues
U3H uazdenadostusmIsIuanaflaTunsseusulaeiily

10.4 w3 suenundonduiloraimemaniflenuiied unasdnansenuog el Tod ey
Webreamnsaliuimaviedidugsialfedwiodes sudsmsiteyanseulddmiunsliuinisfu

NANFINANINITRY T8N
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LNETLUY 2

A1SUSMISAANISANULUAIUaBAN BRI UATULag N SEUATUAN

]
v

UTENLVRINAUTININNNTRULNTN

v

resmugualiuenlungugsianunstu

! ¥
aAa v v va v A

Pladneduuisnlungugsannanistuiniideddgy e U fUa o

o

1. M5USMsIANIINSNIRUA UNAlUladasauUmA (IT asset management)

Foliinsumsdamaminddudumelulad ansaumaiimnzan Tnafesdnmi
nzifousemaingausrnumeluladasauna Woliannsossymonsmingdusumalulad
arsaumaldeg19asudau wazamnsadluld i musuumisnisinvianuiuaaasa e
Frumeluladansaundldagnamngan uonani desvngsinumindausumalulafansaune
ogwasiawe smdsuimsdanimingaudumellafasaunadindvuaoignisldouniedugn
nsliunsed aumnganLasyiiuiuand s Wil el ssuumaluladansaumadanusiung

Uaensdy nieuldnunaraninsasessumsliuinmsvseniiugiialdes wseliies

2. m3shwanusiuasasnievastaya (information security)

% ¥ ¥

TATAIN155NBIAN LT UAIUAD AN 8UIT U AADAARBININTEAUTU AINUAUVDA

Y

£ ~ 1

U9a (information classification) ATAUARNYBYATIOYTENINNTTUAH LAY 18HDAS

Y Y

=

(data-in-transit) wagUayafiog uuszuuIUrIedadufintoya (data-at-rest) 39Ul

nszUIUNITUIMsIanisnasidsiadoya (cryptography) Mviiadelduaziluuinsgiuainad

gousulael lnvagosdedhsiateyadidAnyiogsenineanissuriuduaselnuioaisuas
v ‘d‘ = ¥

Tagadidgdaivuuszuunu deduiindoyauazaunsalildu] dfau e snwiaudung

o U 3

UaoniguazAuaureItoys
3. N13AUANNTSLLNEN (access control)

FnlidnsmuANNTdfsseuuUUnnTs seuua kagseuugIuteya lnen1vu

Tin1susn1sTan1sansuaznsivasudududinuniudnsinuualiaiuanusndulunisg

Tdunavszauaudes iiedesdunisidifwasivisuwdasssvuvsotayalaud A Lidans

[

lngfpsasouAquatetiay Al

3.1 UayBll¥aunildngga (privileged user) Aoafin13MNUANINTNITAIUALLAL
a'

SienslvnIgldnuniianiaegadunn aenndastunannisliansaiuaiudndu (least
privilege) 19U n1suaunLIEANS n150nlY AnuaTzezLIa

3.2 Yalviiinsiigaldmuluu multi-factor authentication lunsdifaseolyuil
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v A

(1) Yayarlldauniiansas (privileged user) NnUdvesseuUliusnis szuu

Y} b

Fudeya seuunu gunsalinTevigiazaunsalsnwmanuUasniuiniediy

v A

(2) Yay@ldau (usen) nadydnanunsaidfsteyagniuazidoudentan
SEUULASeTEADaTA5 S AY

Tunsaifiszuudfiianig ssuugudeya ssuuau gunsaleienns uazgunsalinw
AnulaenieaTerie lisessunsiiaaddinuiuy multi-factor authentication @ Uun15duY
wazantunsiuanzivrerliiiinsaulafifiuszansnmifisurimeuny Wisanauides
NNTgnlanAnIsigatmmulalagde

otalsfinnu nsdilianunsoufuiaulaluuiessuuniegunsal deadaln
mzmumimaayﬁaEmL”quLLazﬁwLﬁumiﬂsmﬁummﬁm iauﬁQﬂmimLmeamwpmmm?im

a
VEWUINDLRUIT TN

4. NM53N¥IAMUNUAIUADANYVDITEUULATUI8ERETS (Ccommunications security)

[

Y £ & (Y A ! d‘l d' 4 ] 1
JalrdnsSnwianusumlannfeveessuULASeUEERENS WialrssuuASadNY

doansuazloyafudwiusruuinIariedsaisianuiiuaslasnsiy aursadesdunisunin

1

21AATN FITInousessunsiiusnsietssiaies
5. M33nEIANUIUAUAIAABVRILATIIYTY (server) wazaunsalnldufuRau
vasjldmalulagansauna (endpoint)

U § val Y o Y - ' caly ¥ A wa

Iplinssnwanuiunsaenieveuntaaiing (server) Largunsalnldujinnu
Yo Ifimalulagansaumea (endpoint) Wansnsalesiudeanlusunsuliduszasdd (malware)
sumsdanuUsuugsidulagduuasminiutoanaulvdlogsainase edunsanrudessein

m3gntand wazdesiunisiilvavesteyavsomadildnuleglilasueugyn

6. M3dsesdoya (data backup)

¥

d1v0steyamedsnsiarsrezafivinzauiuaNUEsuaANE Ay velaya

iy N1sd1sesdoyalszdniu uazimualidnisvaaeuanunsenldveoyadisonduysed
o A DR ) A~ % o ~a v v o a o v -

adawe welvidveyadisesndanuniauldnulunsaiisyuunardeyananiiame dndewmse

TasuAnuLaemIe

o < v A= 4 .
7. MsdanuTayavuiinuanisal (logging)

[

Jaiudeyatiuiinugnisalvedas osuivie seuuny wazgunsalias eunedndsy

o

pgeasUILLazUasniy Wy nsdaiuLavasunuiuiinn1sidfessuu (access log) Lay
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Juinn1satiiuau (activity log) tivelwaiusa@nniulagnsIagoun1TdIflagn15leu

szuunsedeya uwavldilundngiunisiginssumediinnsedndmuingruisfimvun

8. ﬂ'ﬁlﬂﬂiz’i‘iﬁﬂﬂﬂmu (security monitoring)

=

TalviinsAaniuguassuukazidisedadeanau lnednszuiunisvseinseile
dmsuinnudeanaiului 9 waznsiadumgnisaliaunAvsedeanaiunisleuesni
HanTrNUAnANTUAIUaDA YeITTUUNdA Y Weldainisansi9dvu Josdu wazsulle

wnsadiinUnfkazdeanauldeg1aiuniei
9. NSUIHITIANT5V09IKI (vulnerability management)

Inbrdn1suseiiuteddnd d1m5unNTTUUUAINTEAUANEES TAgsEUUY
o U b4 o a 1 v S 3 d‘l = d‘ 1 = o U 5
dragresaiunisegndsslas 1 ase uazidladinnsiUdsuntasedsdivdfy 5999
ANAUALUINIINITADUNITHAETLESLIA M UNITWA kYD NI AEDAARBIAIUTLAUANULE

WALAUFIALYVDITLUUIY
10. NMINABULANLIZUU (penetration testing)

v 9 va v = s & a
Ialidn1sveaeunzsruy lneweamgnielunientsueniiinnuludass
PENUDYATOUAGUIFUUIIULATTEUUATOU B NI SRS ULATa Y B HoaNTaN5150ue (Internet

facing) @l naduoaguesUaz 1 A3 wazlolnisildvuulasegeiidudAsy 1wy nsalniinig
o w [ ¥

a = = v = | A v
LWAHULUANUDITEUU ANULEEN Vﬁ@ﬂqmigquaqﬂa@'THLchﬂIUIaEJﬁ'ﬁauLV]ﬂ@EJ'NﬂJu&Ja']ﬂiy Wunu

elvnsuisgedwikazaunsoaniunisunlasasdesiudeanauienaindulaeeeiunisal
11. MIUTTIANIsMIUaBuLUaY (change management)

InlsinszuIunsUIMsIANIINsWasuLUaarAUANNSAsULUAsRE19sANY
wazLieane 1y 131N UUTULEIUDSE (system deployment) N3AIAISZUU (system configuration)
n3fnde patch Welinmadsuuvaadulumuinguszasdiinmunlisggndesasudou uaz

Josiunsasunlasiaeilalasuayn e

12. N1SNINUANTUNITINEIAIUN UAIUAIAN 8VRISTUUMALULag d1sauLnea

(security baseline and hardening)

Inln1sAmUALIATFINNISINBIAULUAIUaRAAETUA (Minimum security
baseline) ¥azNTLUIUNITAIAINITSNYIAMULT UAIUABANEABAAT DIAUNINTFIUAING 1)
(security hardening) AsaUAANS¥UUUURNTT SEUUTIUTRLE SEUUU 9UNTaliATeYIe way

gunsalshwanudasadein3ediefisessuszuvnuddy Tidaauluaiednualdnys s
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FudunisferuazaeunIunsasanetsananonwildfinuald e lhiuladiszuuend

sesfunsliunsiimssnvanuifuasasadedummusesswidmals
Tunsdiiusenldannsaufsinuuinsgruinuldimualiteiu dosdaldl

nszuLMITeRLSTAENLIU (exception) iloUsziiuANLIAB AT RN TANUUMIATUANALIADS

NNeINDLNZaNAUALTUAIT
13. N15USNN59ANTT security patch (security patch management)

IAINILUINNITUTINTIANIT security patch dmsunnszuuULazUnsal
Weidunisananuidesissuuwmelulagansaumagnlanfiondednilvi o lnedesrndunisl
WA a3l usE UL I YENALSEAUAUEDIUDIT0 L NINAE SEAUANNE A UBITE UV

Tunsdinndnszuuauniogunsaldsliudanisusuuss security patch ag1audu

a

manstiteUntealndlugl 9 MAAuny USENAIdnliilin1sAIUANBUNALNY LITBAAAIIULEES

NNNLANAINYeIlNITY 9

wenani niilianunsaiaca security patch ln AesdnlvidinszuIunsveoudi
gL IULAEAL NN TUTHEIUAMULES SIUNINNTARUINIAIUALAIUF T NDLLZaY

\eanANudssszuumAlulagasaumAIzgnlasm
14, msu‘%w'ﬁ%’ﬂmimmLﬁ&lamnqﬂﬂamsuan (third party risk management)

Tunsdifiuismsuiunisdeteld (1) MHuinsausueluladaisawnaain
yaranguen (IT outsourcing) (2) Weuseszuumaluladasaumaiuyananiousn wie (3)
yARANEUBNANIANTNTBLAR A VB IUTTNUALNANTININNNITRY viTaiinDadayagnan
Tusuuuudidnnsednd Ustmdesiiuguanuidss mssnwnrsiunsasadedunalulad
a1sauma kagn13snwinudasaneandeluuesannsaniliunisninand Iaennaeniy
sefuauidssuuiiuguiidesiuiisteudenisliuinisudesuiugsiauingugsanienisiu
v3ognén uazedlidseuinidotie Feides UssAvnmlunsliuinismumdnnsdel

14.1 AmuaunuIm wind uagausuiavouseninauisniuyaraniguen
statalaunazduaednuaisnes dmdunsdlyaranitsusniliuinisaudiumalulad
ansaumne (IT outsourcing) i adAey dosszylignsrsaeunelu fnsreaeuvesudtnul
HRTIvERUNeUen dansiiinsiaasu n1sandunisaumaluladansaumavesyananiguan
efnan Wuldeulludygviedennas seninuidviuyananmeusndanandg

dmsunsalfldannsassydnslidnsivaeunielu g nsrvaeunivuen Jan3

[nsivaeunsaniunisaunalulagansaumavesynaanigueniliuinisaudumalulad
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ansauna (IT outsourcing) lulisulvdygmietennasiuyananisusn vidndesuladn
yAnanBuensIEfnanIinanInTIREeUINgRTREsUMEuonTIudas ALY

14.2 ffugua Aama uazuTmsianisanudsninnnslduinng madeuse
visonsiihfadeyaainyarameusn aenrdewnuseiunnudsIarsTRUANLTTYddTy

14.3 fnwarusiuasasadeiunaluladansaunea faonadesiuinnsgiunig
fnwenuiiunsasnsefumaluladansauna uaznmsfnuanuvasadeandelsues usin
uazdenadostuImITIuaNafildTuNIseuiulasily

14.4 wiswenunfeusuiieromgnsaifienaiintunasinansenuediaditodidry
dieliannsaliuinsvieduiugsialdedsdeidos samfensiideyanseslddmsunmsliuinig

VIO IUTINMANGNTININNNITRIUVTONAT



